Ingreso al Sistema

|  |  |  |  |
| --- | --- | --- | --- |
| Use Case ID: | 2.1B | | |
| Use Case Name: | Ingreso del Sistema | | |
| Created By: | Carlos Gómez | Last Updated By: |  |
| Date Created: | 04/09/12 | Date Last Updated: |  |

|  |  |
| --- | --- |
| Actors: | * Admin: Administrador * PA: Participación   + PO: Participante-ponente |
| Description: | Describe la forma de logearse para entrar al sistema |
| Version: | 1.00 |
| Trigger: |  |
| Preconditions: | Debe existir el usuario en la base de datos, así como tener asignada una contraseña. |
| Postconditions: | El sistema prepara la sesión del usuario y a los permisos a los que tiene acceso en base a su rol. |
| Normal Flow: | 1. El Admin o PA teclean el nombre de usuario correspondiente 2. Teclean la contraseña asignada a su usuario 3. El sistema valida que el usuario exista, la contraseña corresponde para el usuario, 4. El usuario administra los permisos del usuario logueado. 5. El sistema responde que su ingreso fue exitoso.<E1><E2> |
| Alternative Flows: | 1.1 El usuario no se ha registrado.  1.1.1 Si es un usuario interno, es necesario que el admin lo de de alta a través del módulo correspondiente.  1.1.2 Si es un usuario externo, es necesario que se registre con el respectivo formulario (2.1A).  1.2 Al Usuario se le olvidó su Contraseña.  1.2.1 Se le proporciona un link al usuario para recuperar su contraseña.  1.2.2 El usuario teclea su correo electrónico en donde se le enviará su contraseña.  1.2.3 El sistema busca al usuario por medio de su correo electrónico y le envía su contraseña al respectivo correo electrónico \*.  1.2.4 El usuario consulta su correo electrónico y accede al sistema. |
| Exceptions: | * E1 El usuario no existe * E2 La contraseña no corresponde al usuario. |
| Includes: |  |
| Priority: | Alta |
| Frequency of Use: | Siempre. |
| Business Rules: | No debe existir usuarios sin contraseña |
| Special Requirements: |  |
| Assumptions: |  |
| Notes and Issues: | No podrá acceder al sistema ningún usuario sin contraseña.  \*Este caso grabara cualquier actividad de ingreso o intento fallido.  \* Método para recuperar las contraseñas olvidadas por medio de restitución(contraseña temporal). |